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information that may be sensitive and 
inappropriate for release to the public. 

(b) Use the clause at 252.204–7003, Con-
trol of Government Personnel Work 
Product, in all solicitations and con-
tracts. 

(c) Use the clause at 252.204–7005, Oral 
Attestation of Security Responsibil-
ities, in solicitations and contracts 
that include the clause at FAR 52.204– 
2, Security Requirements. 

[57 FR 14992, Apr. 23, 1992, as amended at 64 
FR 45197, Aug. 19, 1999] 

204.470 U.S.-International Atomic En-
ergy Agency Additional Protocol. 

204.470–1 General. 
Under the U.S.-International Atomic 

Energy Agency Additional Protocol 
(U.S.-IAEA AP), the United States is 
required to declare a wide range of pub-
lic and private nuclear-related activi-
ties to the IAEA and potentially pro-
vide access to IAEA inspectors for 
verification purposes. 

[74 FR 2412, Jan. 15, 2009] 

204.470–2 National security exclusion. 
(a) The U.S.-IAEA AP permits the 

United States unilaterally to declare 
exclusions from inspection require-
ments for activities, or locations or in-
formation associated with such activi-
ties, with direct national security sig-
nificance. 

(b) In order to ensure that all rel-
evant activities are reviewed for direct 
national security significance, both 
current and former activities, and asso-
ciated locations or information, are to 
be considered for applicability for a na-
tional security exclusion. 

(c) If a DoD program manager re-
ceives notification from a contractor 
that the contractor is required to re-
port any of its activities in accordance 
with the U.S.-IAEA AP, the program 
manager will— 

(1) Conduct a security assessment to 
determine if, and by what means, ac-
cess may be granted to the IAEA; or 

(2) Provide written justification to 
the component or agency treaty office 
for application of the national security 
exclusion at that location to exclude 
access by the IAEA, in accordance with 
DoD Instruction 2060.03, Application of 
the National Security Exclusion to the 

Agreements Between the United States 
of America and the International 
Atomic Energy Agency for the Applica-
tion of Safeguards in the United States 
of America. 

[74 FR 2412, Jan. 15, 2009] 

204.470–3 Contract clause. 
Use the clause at 252.204–7010, Re-

quirement for Contractor to Notify 
DoD if the Contractor’s Activities are 
Subject to Reporting Under the U.S.- 
International Atomic Energy Agency 
Additional Protocol, in solicitations 
and contracts for research and develop-
ment or major defense acquisition pro-
grams involving— 

(a) Any fissionable materials (e.g., 
uranium, plutonium, neptunium, tho-
rium, americium); 

(b) Other radiological source mate-
rials; or 

(c) Technologies directly related to 
nuclear power production, including 
nuclear or radiological waste mate-
rials. 

[74 FR 2412, Jan. 15, 2009] 

Subpart 204.6—Contract Reporting 

204.602 General. 
See PGI 204.602 for additional infor-

mation on the Federal Procurement 
Data System (FPDS) and procedures 
for resolving technical or policy issues 
relating to FPDS. 

[74 FR 37644, July 29, 2009] 

204.604 Responsibilities. 
(1) The process for reporting contract 

actions to FPDS should, where pos-
sible, be automated by incorporating it 
into contract writing systems. 

(2) Data in FPDS is stored indefi-
nitely and is electronically retrievable. 
Therefore, the contracting officer may 
reference the contract action report 
(CAR) approval date in the associated 
Government contract file instead of in-
cluding a paper copy of the electroni-
cally submitted CAR in the file. Such 
reference satisfies contract file docu-
mentation requirements of FAR 
4.803(a). 

(3) By December 15th of each year, 
the chief acquisition officer of each 
DoD component required to report its 
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